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The Toolkit 
The LSN cyber security toolkit provides members  
with security awareness training, tips and tricks and 
regular tid-bits on key cybersecurity trends for the 
protection of information.

October Security Tip
Backups are pivotal to protecting the data stored 
both electronically and as paper copies. This  
ensures that in the event of an attack, you will not 
lose complete access to your data.

Threat actors use different methods to target data 
including through malware, unauthorized access, 
ransomware and accidental disclosure.

Building off the last tid-bit, protection against 
loss of data involves being vigilant in ensuring 
the data is safely stored and backed up. 

SECURING BACKUPS 

Ensuring backups are encrypted 
and stored off-site or isolated from 
the main network are the main ways 
of securing your data.

AUTOMATIC BACKUPS

Activate automatic backups 
to ensure all critical and 
sensitive data are backed up. 

REGULARLY TEST BACKUPS

Ensure that all backups are tested 
regularly or that an automatic alert 
is set up for backup failures. 
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